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HOW TO PLAY

Join a squad of Red Team recruits and make your way through the 

computer system of St. Isidore Memorial Medical Center. Search for 

and exploit vulnerabilities discovered in the hospital’s environment 

in a quest to find the concealed flags. While you’re hard at work 

navigating the complex defenses in this simulated breach, the 

St. Isidore security team is prepared to defend its digital fortress 

with cutting-edge threat detection tools. Your team must employ 

a combination of tactics and techniques to breach the enemy’s 

perimeter defenses. As you approach your objective, each flag you 

collect will indicate a security flaw that the security staff must 

address.

WHAT YOU’LL NEED

To take part in this challenge, you’ll need to bring your laptop, power 

cord, and Ethernet network adaptors. Although network cables will 

be provided, you may want to bring a spare. 

HOW TO BEGIN

Visit the Hack a Hospital webpage here and click the “Get started” 

button. Once you are ready to be taken to the game board, click 

the “Start game” button.  If you’re new to the game, click the 

“Register” button and you’ll be prompted to enter a valid name and 

email. If you’re already registered, simply log in and gameplay will 

begin.  

ADDITIONAL INFO 

Upon arrival and check-in on the day of the event you’ll be given 

instructions on how to access the Capture the Flag environment as 

well as any other information you may need to play.

W E LCO M E  TO  T R E N D  M I C R O 
CY B E R S EC U R I T Y  C H A L L E N G E  – 

https://ddei5-0-ctp.trendmicro.com/wis/clicktime/v1/query?url=https%3a%2f%2fscoring.isidorememorial.com%2f&umid=F42C6263-00B6-9406-B851-5EED03F546F1&auth=fc8a9372b4bf20ee415a3b83a27b87ca25f1a9a5-94ae06e8c9dd71bb858b71d580577874a73c7d5c

